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745

A Framework for E2E Audit Trails in System Architectures of Different Enterprise Classes
Luca Patzelt, Georg Neugebauer, Meik Döll, Sacha Hack, Tim Höner and Marko Schuba 750

Differential Privacy for Distributed Traffic Monitoring in Smart Cities
Marcus Gelderie, Maximilian Luff and Lukas Brodschelm 758

Using ILP to Learn AppArmor Policies
Lukas Brodschelm and Marcus Gelderie

766

Learning from the Dark Side About How (not) to Engineer Privacy: Analysis of Dark Patterns
Taxonomies from an ISO 29100 Perspective
Philippe Valoggia, Anastasia Sergeeva, Arianna Rossi and Marietjie Botes

774

AnonEmoFace: Emotion Preserving Facial Anonymization
Jan Hintz, Jacob Rühe and Ingo Siegert 785

The Status and Management of Web-Related Security at Higher Education Institutions in Poland
Jackson Barreto, Paulina Rutecka, Karina Cicha and Pedro Pinto 789

A Decentralized Federated Learning Using Reputation
Olive Chakraborty and Aymen Boudguiga 799

Pure Multi Key BGV Implementation
Justine Paillet, Olive Chakraborty and Marina Checri 807

EMplifier: Hybrid Electromagnetic Probe for Side Channel and Fault Injection Analysis
Fabrizia Marrucco, Mosabbah Mushir Ahmed, Bechir Bouali and Alieeldin Mady 815

Vision Based Malware Classification Using Deep Neural Network with Hybrid Data Augmentation
Md. Mahbubur Rahman, Md. Delwar Hossain, Hideya Ochiai, Youki Kadobayashi, Tanjim Sakib and
Syed Taha Yeasin Ramadan

823

XVI



Conceptualising an Anti-Digital Forensics Kill Chain for Smart Homes
Mario Raciti

831

PETRIoT - A Privacy Enhancing Technology Recommendation Framework for IoT Computing
Fatema Rashid, Ali Miri and Atefeh Mashatan 838

Preserving Privacy in High-Dimensional Data Publishing
Narges Alipourjeddi and Ali Miri 845

Security Evaluation of Decision Tree Meets Data Anonymization
Ryousuke Wakabayashi, Lihua Wang, Ryo Nojima and Atsushi Waseda 853

Implementation and Analysis of Covert Channel Using iBeacon
Ye-Sol Oh, Yeon-Ji Lee, Jiwon Jang, Hyunwoo Choi and Il-Gu Lee 861

Smart Homes as Digital Ecosystems: Exploring Privacy in IoT Contexts
Sally Bagheri, Andreas Jacobsson and Paul Davidsson 869

Efficient Secure Computation of Edit Distance on Genomic Data
Andrea Migliore, Stelvio Cimato and Gabriella Trucco 878

GPU-Based Brute Force Cryptanalysis of KLEIN
Cihangir Tezcan 884

A Brief Reflection on Trusted Platform Module Support
Martin Pirker and Robert Haas

890

Feasibility of Privacy Preserving Minutiae-Based Fingerprint Matching
Julia Mader and Thomas Lorünser

899

What’s Your Purpose? An Approach to Incorporating GDPR Purposes into Requirements Analysis
Evangelia Vanezi, Georgia Kapitsaki and Anna Philippou 907

AUTHOR INDEX 915

XVII




